
Seguridad digital
y responsabilidad 
profesional en el 
derecho 4.0

Cuando la tecnología redefine la
responsabilidad profesional



El ejercicio profesional del derecho se desarrolla hoy 
en entornos digitales atravesados por riesgos 
crecientes: ataques informáticos, accesos indebidos, 
filtraciones de datos personales, suplantación de 
identidad y uso intensivo de plataformas tecnológi-
cas sin garantías adecuadas de seguridad.

Estudios jurídicos, escribanías, asesorías corporativas 
y organismos públicos gestionan diariamente expe-
dientes digitales, correos electrónicos, contratos y 
bases de datos sensibles. Esta realidad impone 
nuevos deberes de diligencia, custodia y confiden-
cialidad, cuyo incumplimiento puede generar 
responsabilidad civil, profesional y administrativa.

La normativa argentina vigente —Ley 25.326 de 
Protección de Datos Personales, Ley 26.388, Código 
Civil y Comercial de la Nación, resoluciones adminis-
trativas y normas técnicas— establece obligaciones 
concretas en materia de seguridad de la informa-
ción. Sin embargo, muchos operadores jurídicos 
carecen de formación mínima para identificar 
riesgos, prevenir incidentes o responder jurídicamen-
te ante eventos de seguridad.

El presente curso propone una actualización accesi-
ble y aplicada, orientada a la práctica profesional 
argentina, incorporando análisis normativo, casos 
reales y criterios comparados (Unión Europea y 
Estados Unidos) para abordar vacíos o zonas grises 
del derecho local.

La seguridad digital constituye hoy una dimensión 
esencial del ejercicio profesional responsable. Este 
curso brinda herramientas jurídicas y prácticas 
para prevenir riesgos, cumplir con los deberes 
legales vigentes y actuar adecuadamente ante 
incidentes de seguridad en el marco del Derecho 
4.0.
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Objetivo general:

Brindar un panorama claro, actualizado y práctico sobre ciberseguridad aplicada al 
ejercicio profesional del derecho, los riesgos digitales actuales, el marco normativo 
argentino vigente y los criterios de responsabilidad civil y profesional frente a inciden-
tes tecnológicos.

Objetivos específicos:

Comprender los conceptos centrales de la ciberseguridad y los principales riesgos 
actuales que enfrentan profesionales, empresas y organismos públicos.

Identificar vulneraciones frecuentes: ingeniería social, phishing, fugas de informa-
ción, uso de plataformas y aplicaciones no confiables y herramientas digitales sin 
garantías de seguridad.

Analizar la normativa argentina aplicable en materia de protección de datos persona-
les y deberes de seguridad.

Comprender cómo y cuándo se configura la responsabilidad civil o profesional por 
incidentes digitales.

Introducir criterios de derecho comparado (Unión Europea / Estados Unidos) para 
interpretar áreas grises o emergentes.

Incorporar buenas prácticas y estándares mínimos de protección, diligencia y 
respuesta ante incidentes en la práctica jurídica cotidiana.

Este curso está dirigido a:

Abogados y abogadas.

Estudiantes avanzados de carreras jurídicas.

Funcionarios y empleados del Poder Judicial y de la Administración Pública.

Integrantes de estudios jurídicos, asesorías corporativas y escribanías.

Profesionales afines interesados en los riesgos legales vinculados a tecnología, datos 
y seguridad.

A quién se dirige
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Encuentro 1: Introducción a la ciberseguridad en la práctica profesional jurídica

Concepto de ciberseguridad y su importancia en el ejercicio profesional.
Datos sensibles, confidencialidad, vulneración, fuga, ataque y exposición.
Principales amenazas: ingeniería social, phishing, ransomware y extorsión digital.
Acceso indebido a correos electrónicos, mensajería instantánea y cuentas profesionales.
Estudios jurídicos como objetivos de ataques.
Riesgos específicos para abogados, empresas y organismos públicos en Argentina.

Propósito: Comprender el contexto actual de amenazas digitales y su impacto directo en  
la actividad jurídica, la confianza profesional y la protección de la información.

Encuentro 2: Riesgos digitales y prácticas cotidianas: Plataformas, apps, IA y 
servicios web 

Uso de sitios web gratuitos para conversión y transferencia de archivos.
Almacenamiento en la nube sin cifrado, contraseñas débiles y uso compartido de 
dispositivos.
Herramientas de IA: riesgos legales y de confidencialidad (subida de documentos, datos 
de clientes, texto sensible). 
Suplantación de identidad digital, porte de firma digital y engaños a clientes.
Impacto jurídico y reputacional de las filtraciones de datos.

Propósito: Identificar vulneraciones frecuentes en la práctica diaria y conocer criterios  
mínimos de diligencia y prevención para evitar daños y responsabilidad profesional. 

Encuentro 3: Normativa argentina y protección de datos: Deberes de seguridad,  
responsabilidad y sanciones  

Ley 25.326 y obligaciones del responsable/usuario de datos.
Deber de confidencialidad, seguridad y custodia digital.
Fugas de datos, incidentes de seguridad y notificación a la Agencia de Acceso a la  
Información Pública
Acción de hábeas data y sanciones.
Brecha entre derecho escrito y realidad tecnológica: zonas grises.
Derecho comparado breve: enfoque europeo (GDPR), enfoque estadounidense. 

Propósito: Comprender el marco legal vigente en Argentina, los deberes aplicables y las  
consecuencias jurídicas (sancionatorias y civiles) por incumplimiento o negligencia.

Contenidos
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Encuentro 4: Responsabilidad civil por incidentes digitales y buenas prácticas  
profesionales  

Configuración de la responsabilidad civil por fuga de información o falta de diligencia 
digital.
Culpa, negligencia, deber de custodia y deber de secreto profesional.
Secreto profesional en entornos digitales.
Responsabilidad por plataformas, proveedores tecnológicos y servicios en la nube.
Aspectos probatorios: evidencia digital, trazabilidad y preservación.
Estándares mínimos de diligencia exigibles al profesional.
Lineamientos de buenas prácticas para estudios jurídicos, empresas y organismos.

Propósito: Comprender la responsabilidad civil aplicable y conocer pautas concretas 
para  minimizar riesgos, documentar diligencia y responder jurídicamente ante 
incidentes digitales. 

Abogado especialista en Derecho 
Digital, TICs y Defensa del Consumidor.
Diplomado en Derecho Digital (UBP).
Asesor de empresas y particulares en 
la aplicación del derecho en entornos 
digitales, abarcando distintos fueros 
impactados transversalmente por la 
tecnología.

Experto en protección de datos, ciber-
seguridad y automatización legal, con  
un enfoque práctico en transformación 
digital y cumplimiento normativo. 

 Duración: 1 mes

 Cantidad de clases: 4 clases (1 clase semanal)

 Modalidad: Online en vivo a través de Zoom

Las clases grabadas y el material complementario estarán disponibles en el campus 
virtual, permitiendo el acceso en cualquier momento y desde cualquier dispositivo.

Modalidad

Docente

Ramiro González Bonaventura



CERTIFICADO:

Los certificados emitidos por Fundación Graduados cuentan con un Sistema de 
Validación de Certificados (SVC) que permiten verificar su autenticidad. Este siste-
ma puede ser utilizado tanto por el/la alumno/a como por terceros que necesiten 
verificar la trayectoria formativa de una persona.

Para obtener el certificado, el/la alumno/a deberá cumplir con los siguientes requi-
sitos, cuando correspondan según la modalidad del curso o taller:

Académicos: Aprobación de evaluaciones y/o trabajos prácticos, en los cursos o 
talleres que los contemplen. En aquellas propuestas que no incluyen instancias de 
evaluación, este requisito no aplica. En caso de no cumplir los requisitos académi-
cos cuando correspondan, se otorgará certificado de asistencia.

Administrativos: Tener todas las cuotas del curso debidamente saldadas.

Asistencia: Cumplir con una asistencia virtual mínima del 80% de las clases.

Si el/la alumno/a no pudiera conectarse en los días y horarios establecidos o tuviera 
inconvenientes de conectividad, deberá informar oportunamente a la coordinación 
académica para justificar su inasistencia a la/las clases virtuales.

BENEFICIOS DE LA COMUNIDAD FUNDACIÓN GRADUADOS:

Inscripción bonificada
Quienes hayan completado una capacitación en Fundación Graduados accederán 
a la bonificación de la inscripción en futuras propuestas formativas, en aquellos 
cursos o talleres que contemplen matrícula.

Descuentos especiales
Los/as egresados/as de nuestros cursos forman parte de la Comunidad Fundación 
Graduados y acceden a descuentos exclusivos en nuevas capacitaciones que 
realicen con la institución.

Acceso a beneficios exclusivos
La comunidad podrá participar de talleres, charlas y webinars gratuitos o con 
condiciones promocionales especiales, según la propuesta vigente.
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POLÍTICAS ADMINISTRATIVAS:

Matriculación

La reserva de vacante en los cursos o trayectos 
formativos que incluyen matrícula se efectiviza 
mediante el pago de la misma.
No todos los cursos o talleres contemplan 
matrícula; esta condición será informada 
oportunamente en cada propuesta.
En los casos en que aplique, la matrícula no 
será reembolsable bajo ninguna circunstancia 
si el/la alumno/a decide desistir del curso por 
motivos ajenos a Fundación Graduados.

Ausencias prolongadas

Si un/a alumno/a abandona el curso sin previo 
aviso o registra más de tres (3) inasistencias 
consecutivas sin justificación, se considerará 
que ha desistido de la capacitación.

Suspensión o reprogramación de cursos

Fundación Graduados se reserva el derecho de 
reprogramar o cancelar una capacitación hasta 
alcanzar el cupo mínimo de inscriptos/as.
En caso de cancelación del inicio o de una 
reprogramación que supere un mes respecto 
de la fecha original, los/as inscriptos/as que 
hayan realizado pagos podrán solicitar el 
reintegro, presentando sin excepción los com-
probantes de pago correspondientes.
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Fundación Graduados es una organización sin fines de 
lucro con más de 25 años de trayectoria dedicada a 
acercar el conocimiento a la comunidad y acompañar el 
desarrollo profesional en distintas áreas del saber. 
Nacimos en el año 2000 como una iniciativa impulsada 
por estudiantes, docentes y egresados de diversas 
universidades del país, con la convicción de promover 
una educación accesible, ética y transformadora.

El enfoque es participativo, flexible y orientado a resulta-
dos, para que cada estudiante pueda incorporar herra-
mientas concretas, fortalecer competencias clave y 
potenciar su desarrollo. Desde saberes disciplinares 
específicos hasta habilidades transversales, ofrecemos 
un camino formativo sólido, actual y con impacto.

Nuestra misión es generar oportunidades de desarrollo 
para estudiantes, profesionales, líderes comunitarios y 
organizaciones, impulsando la actualización continua y 
la construcción de saberes con impacto social. 

Nos sostienen valores que atraviesan todas nuestras 
acciones: experiencia, compromiso, seriedad, calidad y 
vocación de servicio. Sobre ellos construimos una 
comunidad que aprende, se transforma y transforma su 
entorno.

+25
años de

trayectoria

+6.000
miembros en la

Comunidad
Graduados

+300
empresas
formadas

+40
formaciones

activas

www.fundaciongraduados.org

+54 351 6011626

info@fundaciongraduados.org


